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Jacobs School's Mohan Trivedi Invited to
Participate in Blue Ribbon Panel on Video
Surveillance
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San Diego, CA, March 17, 2004 -- A bipartisan
organization in the nation’s capital has selected
Jacobs School electrical and computer
engineering professor to sit on a blue-ribbon
panel to examine the technological
development and legal regulation of video
surveillance. The discussion will focus on the -
impact of new and emerging video surveillance
technolegies on privacy and civil liberties.

The panel on "Video Surveillance: Legal and

! Technological Challenges” will take place March
Mohan Trivedi. Professor, 23 at 8:30 a.m. at the Georgetown University
Electrical and Computer Law Center in Washington D.C. The panel is
Engineering organized and sponsored by the Constitution

Project, Georgetown University, and the law firm
of Wilmer Cutler Pickering LLP.

Trivedi is the director of UCSD’s Computer Vision and Robotics Research
(http://evir.ucsd.edu) laboratory, and leads research on intelligent transportation
and telematics within the California Institute for Telecommunications and
Information Technology [Cal- (IT)?], a partnership of UCSD and UC Irvine.

Along with his colleagues in CVRR, Trivedi is currently working on several
projects in the field of computer vision, with funding from government agencies
and private foundations. He is expected to outline recent advances in networks of
‘smart’ cameras that Trivedi has dubbed ‘distributed interactive video arrays’
(DIVAs). Trivedi’s current projects include development of an automated system
for detecting and tracking “events of interest,” such as a vehicle stranded on a
road, intruders approaching a protected perimeter, or persons around an
information kiosk. The DIVA system links a network of 360-degree cameras,
which interact “intelligently” thanks to sophisticated computer algorithms devised
by the CVRR team. Said Trivedi: “One of the key research directions in our
research is to develop surveillance technclogies with built-in privacy and security
protections.” Research in his laboratory is funded by organizations including the
Technical Support Working Group (TSWG), a federal, interagency organization
that funds research to combat terrorism, and the National Science Foundation.

Speakers who will join Professor Trivedi on the panel include former Chief of
Staff to President Clinton John Podesta; Washington D.C. chief of police Charies
Ramsey; John Woodward Jr., director of the Biometrics Management Office in
the U.S. Department of Defense; and cthers. Mr. Joseph Onek, who served as a
law clerk for Supreme Court Justice William Brennan and was a Counsel to
President Jimmy Carter, will moderate the panel, which wiil be atiended by
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general public, reporters as well as congressional staffers.

Professor Trivedi welcomed the opportunity to participate in an open public forum
to discuss the significance as well as implications of video surveillance. ;
“Technology is cnly one of the elements in developing effective protections for
people and property,” he noted. “It is important to engage legal scholars,
Constitutional experts, law enforcement personnel, technologists and the public

at large in an ongoing manner, as we work towards balancing security and

freedoms in our society.”

The Constitution Project combines scholarship and activism using a wide variety
of practical efforts to promote constitutional dialogue in settings outside the
judiciary. As part of that effort, it creates bipartisan blue-ribbon committees of
former government officials, judges, scholars, and other prominent citizens to
reach across ideological and partisan lines, and across divides among the
executive, judicial, and legisiative branches.

. Doug Ramsey
- Jacobs School of Engineering
" Phone: 858-822-5825

dramsey@ucsd.edu
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International Criminal Justice Review

doi: 10.1177/1 057567707306649 International Criminal Justice
Review September 2007 vol. 17 no. 3 220-238

International Criminal Justice Review
icj.sagepub.com '

doi: 10.1177/1 057567707306649 International Criminal Justice
Review September 2007 vol. 17 no. 3 220-238

Security and surveillance in the
Athens 2004 Olympics VMJ
S ' ' ' | 3

ome Lessons From a Troubled Story %é_ e W/b/‘a

Minés Samatas
University of Crete, Rethymnon, Greece

Abstractwemr RN S Al

This article demythologizes the expedient an
“superpanopticon” in the Athens 2004 Olympics, the first Summer

Olympic Games after the terrorist attacks of 9/11. The Olympic

industry, reflecting international  and interconnected  political
—economic, govemmental, and corporate interests, exploited real

and perceived terrorist threats to prescribe extremely high security
requirements. The Athens 2004 Olympics was used as a testing

ground for the latest antiterrorist superpanoptic technology, which )
crucially failed to work. The central surveillance integration security ‘%
Syster (C4l), planned by Science Applications international
Corporation, could not be implemented on time for the games, hence, *ﬁv‘g
the security of "the last Atnens Olympics was dependent on
conventional means. Using primary and secondary SOUICES, the

article inquires into the interesting- and troublesome story of the
deficient electronic surveillance  system, which became 2 "
technological nightmare. It raises serious skepticism about the real 4’%"*
antiterrorist efficiency of high-tech surveillance systems.

Athens 2004 Olympics cal  Olympic security %
§
suweillance—-industrial complex

Olympic surveillance
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How Technology Can Limit India’s Rainpant Corruption |

July 09, 2012

Biometric Identification — Science Fiction Meets Reality

When you think of cutting-edge innovation, a massive bureaucracy might be the last thing that
comes to mind. But in India, a massive experiment is underway to take a technology that was
once a hallmark of science fiction and apply it to solving the nation’s greatest challenges. A
small group of entrepreneurs within the government have set outto identify to every one of their
1.2 billion residents by using biometric technologies, such as iris scans and fingerprints.

>
A=
In the next few years, each man, woman and child will receive an “Aadhaar” (meaning: Donfrore
foundation) 12-digit unique identification number. For the poor in India, this would end a /v

. . e S NN = oo ey e | 2
vicious cycle where @ person cannot prove who fhey are, and thus they are denied what they are Mg

supposed to receive. Now, using the features of the body, technology can identify someone ina /oW
matter of seconds. There will no longer be a need for passports, driver licenses, or other old

school paper based identification.

Biometric identification has been around for decades, but it hasnever been used on such a large
scale. The technology must withstand India’s extreme weather, difficult geography, and
multiple separatist movements. Large portions of the country lack reliable electricity, iet alone
an Internet connection. Developers must find a way to ensure high quality information across
sens of thousands of enrollment centers. If these challenges can be overcome, there is a major
opportunity to modermnize and reshape the nation, and to set a precedent for the rest of the world.

One area in desperate need of disruption is the delivery of government services. At present,
India’s departments each work in isolation, maintaining a separate database. Over time,
systematic corruption and mismanagement have bred bad data, false information and outright
Fand. Poor laborers and migrant workers, in particular, are forced to travel far from their homes
1o collect their wages and benefits, having to dole out bribes to predatory middlemen along the
way. A study by investment group CLSA estimated that, nationwide, of the $250 billion in
subsidy and social spending on select programs over the next five years, over 40% will never
mazke it to its intended target.

Here. various advancing technologies are converging to offer a new way forward. Aadhaar
~umbers can serve as the key to bringing together various databases 10 clean out records.

=X
EETRRSIN.

Slectronic transfers can replace the inefficient and corrupt cash-and-goods distribution systems

BB ALY

currently in place. Indians, for the first time, will be able to prove their identity in a matter of
<=conds with biometric scanners, regardless of location. With close to a billion mobile phones in

“h= nation, these can serve as a gateway for India’s masses into the financial system.
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Business Standard

States point to flaws in Aadhaar platform
BS Reporter / New Delhi November 17, 2012, 0:56 IST

The government’s plan o carry out pilot projects to transfer subsidies on the
Aadhaar platform from January 1 needs to address flaws pointed out by many
<tates in the mechanism. Even to open bank accounts, essential for subsidy
ransfers, the poor face hurdles. Reportedly, theywere told Aadhaar cards
weren’t enough; they needed more documenis.

*I’'s noteasyfora person to open a bank account. We felt there is a littie bit of
~arassment,” Delhi CM Sheila Dikshit said, adding most chief ministers of
~orthern states had raised the issue ata meeting today with Finance Minister
= Chidambaram and heads of some public sector banks today. While the
~Ms of Delhi, Haryana, Himachal Pradesh, Jammu & Kashmir and
J=arakhand attended the meeting, the CMs of Punjab and UP sent their
representatives.

www.bushess“standard.corrﬁndia‘pﬁntpage.php?auiono=492805&tp=


http://cbs.wondershare.com/go.php?pid=5239&m=db

2 1

{7

’J ’..l '.J ,,- ’,p ,'J

t)

i ! o i 1 i Vi !

http# N IR A COM/INEN MUy HISTTIp Pt BT LEs ba DS e e i e

Ads by OnneBrowserAdvertsng

=

Date:21/05/2003 URL: http://\ﬂnv.thehindu.com/2003/05/21fst0ries
/2003052107831200.htm

Back

International

Tracking system for foreigners entering U.S.

By Snidhar Krishnaswami

WASHINGTON MAY 20. Beginning January 1, 2004, foreign visitors without any
exception entering the United States on visas will have their d_p_cgn}gms_gg@g_e_d_ , subject

to fingerprinting and photographs taken at the time of entry into alrports and seaports.

The Under Secretary of the Homeland 2 Security Department, Asa Hutchinson, said that if

this system had been in place at the time of the terror attacks of September 11,2001. it
could have stopped two of the hijackers. Mr. Hutchinson was giving details of a new

tracking system called U.S. Visitor and Immigration Status Indication Technology or US

VISIT. American nationals and those who are not required to have visas for entry into
the U.S. are not subjected to the new tracking system.

"Border security can no longer be just a coastline. or a line on the ground between two
nations. It's also a line of information on a computer telling us who is in this country, for
how long and for what reason,” the senior administration official remarked. It is being
pointed out that travellers with visa numbered about 23 millions (accounting for 60 per
cent of foreign visitors to the U.S.} last vear. Under the visit system, a visa carrier will be
required to provide immigrant and citizenship status, pationality, country of residence
and an address of where the visitor would be staying.

And when the visitor leaves. the tracking system will verjf)i;é{'tr@veller’s-departure and
identification. Under the present system there is no ouwtbound™Immigration for this is
routinely done by the airlines itself. But under the n%x‘w US VISIT system this will
change and the government would also be able to keep frack of changes in immigration
status and any updates that have been deemed necessary.

According to Mr. Hutchinson. the scanning of documents along with the fingerprinting
and photographing of an entering visitor would be checked against the lists of those
people who are to be denjed entrv into the country for a variety of reasons, including
prior visa violations, criminal buck eround and belonging to terrorist outfits.

"In 99.9 per cent of the cases. the visitor will simply be wished a good day or sent on
e e Tt weth that small percentaee of hits. our country will be made much safer
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the process with a view to taking steps to prevent further attacks in this country. It has
been reminded every now and then that all the 19 hijackers entered this country on visas

and two were illegals in this country at the time of the attacks.
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CSIS-ITI Conference on IT Leadership in Homeland Security
Washington, DC ~ June 25, 2003

One hundred years ago today, Eric Arthur Blair was born in India. We know him
by his pen name: George Orwell. His most famous book, 1984, painted an
apocalyptic portrait of 2 world where technology was a force for repression -
where it led to less security and less privacy for individuals trying to escape the
ever present eye of "Big Brother.”

It's clear that Orwell's vision didn’gcome true - and I don't believe It will. The
point I'd like to make today is that in the conversation America Is having about
homeland security, information technology can be a force for more security and
meore privacy; for freedom and freedom from fear at the same time.

I'm honored to be here today and glad that ITI and CSIS have joined together
to address the important topic of information technology in homeland security.
CSIS is a perfect host for today’s event. For four decades, this institutien has
been committed to offering ideas and insights on issues both currently
emerging and those "over the horizon;" to looking beyond static discussions and
dogma and focusing on the contours of our rapidly changing internaticnal scene,

Today, that international situation is changing by the moment. And clearly two
of the'deﬁni!ng characteristics we face in this context today are the
interconnectedness brought about by information technology and the threats we
face from international terrorism. ! :

The two are related and linked. The dangers posed to us by distant terrorists are
magnified because of the technologies that connect us to one another. At the
same time, those technologies can be a part of the solutions we seek to make
us safer and more secure.

Our world is increasingly networked and interconnected - technology is
facilitating more and more contact between people around the world, more and
more sharing of ideas and information, more and more reliance on the part of
each us on peoplé we might never meet.

The question we face is whether the events of September 11 - and the
continuing threats we face to our security and privacy - will lead us to retreat
from the use of information technology because it makes us vulnerabie or
advance our technology because it can make us stronger than we otherwise

would ever be.

We at Microsoft have obviously cast our vote. Today, I'd like to spend a few

,,:moments speaking about the challenges and opportunities offered by
Jinformation technology in the realm of homeland security and Microsoft’s

Eccmmitment to working with the government and our industry to build a more

‘secure computing infrastructure here and around the world.

" Geptember 11th occurred in the first year of what 1 think of as the digital

6/19/2003
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THE WHITE HOUSE
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tiome > News & Policies > July. 2002

For Immediate Release
Office of the Press Secretary
July 22, 2002

Anti-Terrorism Technology Key to Homeland Security
Remarks by the President at Argonne National Laboratory - Tllinois

10:33 AM. CDT

THE PRESIDENT: Thank you, all. Please have a scat == tlaughter) __ unless you don't have a chair. (Laughter.)
Thank you all very much for welcoming me here. T'm honored to be here. I'm honored to be here with some of
the finest Americans in our country. (Applause.)

We're in a new kind of war today. We face a ruthless and a resourceful enemy, we do. That's the reality of the
71st century. These people seck to acquire the most destructive of weapons, because they hate freedom. They
intend to spread fear and death around the world. To prevail in this war, we're going to take the battle to the
enemy, in foreign Jands. To prevail i this war, we'll use out law enforcement and our intelligence gathering all
across our country prevent the American people from being harmed. And to srevail in this war, We will fight
on the frontiers of knowledge and discoVeIy: - ;

In this new wat, W€ will rely upon the genius and creativity of the
American people. (Applause:) And that's why I'm here, to look in the

eyes of those who posses the genius and the creativity of the American
people. (Applause.) Qur scientific community 18 serving on the front
lines of this war, by developing new technologies that will make
America safer. And as you tackle new scientific challenges, I want you |
to know, our government will stand by your side to make your job ¥

easier. It is in our interests that we work together. P h——

1 want to thank Spence Abraham for his leadership at the Department of Energy, and 1 want to thank all of you
for working for the fine Department of Energy. I want 10 thank Tom Ridge for coming. He's a man -~ 1 asked
him, I said, you know, you need to Serve your country. He was serving as the Governor of Pennsylvania. ] said,
you've got a nice mansion over there. (Laughter.) It's heavy lifting, but we need you in Waghington. And for the
good of the country, he came to help us spearhead the effort for a Department of Homeland Security.

And 1 want to thank Dr. John Marburger who is the Director of Office Science and Technology Policy. Dr.
Marburger is a fine scientist, who represents the best of American scientists in Washington, D.C.

[ appreciate the gpeaker of the House being here. He's my friend, he's doing a fine job on behalf of the citizens
of Tllinois and the United States of America, Speaker Deniy Hastert. (Applause.) And I want to thank Senator
Durbin and Senator Fitzgerald for coming, as well. I Kknow they've got busy schedules. (Applause.) Thank you
all for being here, I appreciate you coming. 1 appreciate Judy Biggert, Jerry Weller and Mark Kirk, fine
members of the House of Representatives from Tllinois being here today. (Applause.) 1 look forward to giving
them a lift back to ‘Washington. (Laughter.) It's a mice way to travel. I think you all will like it. (Laughter.)

1 want to thank the Governor, (George Ryan, for coming. Governor, 1 appreciate your time. I want to thank the
Attorney General of Tllinois, Jim Ryan, for coming as well. (Applause.) 1 want to thank Ray Orbach, who is the
Director of Office and Science at the Department of Energy, who led us on ouf tour. And of course I've got to
thank Dr. Grunder. If everybody had 2 spirit like Dr. Grunder, the world would be an incredibly happy place.

https:.’!georgewbush-whitehouse.archives.gov.’neweJreleasesI2002!07!20020722-1 Jhtml 114
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(Applause.) We're proud of you, Herman. Thank you for your service to the country, and thank you all very
much.

The Argonne National Laboratory is a cutting edge facility. You're on the cutting edge, and you've got a great
history, as well. It is a direct decedent of the University of Chicago laboratory, where in 1942 Enrico Fermi and
his colleagues achieved the world's first controlled nuclear chain reaction. This is a place where smart people

work. (Laughter.) It is the home of some of America's greatest scientists, who continue to dazzle the world with
astonishing breakthroughs.

I've just come back from viewing some demonstrations of the great work done at national laboratories, whether
it be here, or Los Alamos, or Sandia or others. The American people need to know we've got a lot of brain
power working on ways to deal with the threats that we now face as we head into the 21st century.

For example, [ saw a warning and response system that will supply first responders with timely and life saving
information in the event of a chemical attack on a subway or any other enclosed space. I saw a project that uses
new advances in genetic research to identify and understand biological agents that could be used against us. I

saw computer simulations to help policy makers and first responders anticipate the effect of an attack of natural
disaster, and to develop life saving plans.

What I saw was new technologies that our scientists are developing to help us secure the homeland. America is
grateful -- 1t's grateful for your work. And our government must be organized and focused to support these
efforts. Right now there are more than a hundred different federal agencies that have some role in the homeland
defense of our country. And despite everyone's best intentions in those agencies, this inevitably leads to a
dispersal of authority. Imagine, a hundred of them scattered all over Washington, D.C. It makes it hard to have
accountability when you've got a hundred agencies scattered around. And it's a drain on critical resources.

So I asked Congress to join me in creating a single, permanent, Cabinet-level Department of Homeland
Security with an overriding and urgent mission, with this primary focus: to secure the American homeland.
(Applause.) Their agencies, once they're under this -- in this new department will have other missions, no
question about it. But their primary mission is to recognize the new world in which we live. The world has
changed, and so must our government change with it, in order to allow all of us who have responsibility to say
to the American people, we're doing everything we possibly can to protect innocent American lives.

This Department of Homeland Security will foster a new culture throughout our government, one that
emphasizes cooperation and working together on behalf of the American people. And this department will have
four primary tasks. First, it will work to control our borders. (Applause.) There needs to be much better
cooperation amongst the agencies to make sure we know who is coming in the country, what they're bringing in
the country, why they're coming in the country, and are they leaving when they said they're going to leave the
country. (Applause.)

We need to work -- one of the primary responsibilities will be to work with state and local authorities to
respond quickly and effectively to emergencies. In other words, we need to be better coordinated with the
brave, first time responders -- that means police and fire and EMS teams which exist all across our country. We
want to have them have the strategy necessary to respond, the tools to respond effectively, and to be
coordinated not only at the federal level, the state level and the local level.

Thirdly, we need to merge under one roof the capability to identify and assess threats to the homeland, map
those threats against our vulnerabilities, and address the yulnerabilities. So prior to September 11th, we had the
CIA collecting information and we had the FBI collecting information, and sometimes they weren't talking all
that much. Now they talk. Now they coordinate. (Applause.)

When I'm there in Washington, I meet every morning, face to face, with the Director of the CIA and with the

head of the FBL It's a way to make sure that, at least at the very top levels of government, people are

communicating, and we're sharing information. We need to do that throughout all our government, and the

Department of Homeland Security. We need to be able to take the information intelligence gathered from

around the world, as well as at home, and understand what might or might not be happening. One of the key
L T Tt ame e wralta trvine to chase down 1s the
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And, finally, we need our scientists to develop the kinds of technologies I saw today. We need to have an
effective strategy of mating up our brain power with the problems we face, so as to stay on the cutting edge U1~
technological change necessary to protect the homeland.

And this last point is an incredibly important point -- and. that's why I've come to this laboratory to make the
point. (Laughter.) It's a perfect place to make the point: (Applause.) We will harness our science and our
technology in a way to protect the American people. We will consolidate most federally funded homeland
security research and development, to avoid duplication, and to make sure all the efforts are focused.

You see, we need to learn to set priorities in our government. And the number one priority is to protect America
from attack, because we're at war. (Applause.) The Department of Homeland Security will work to create a
long-term plan. And once you have the long-term plan, with the goal of securing the homeland, then we can set
funding priorities. We give our scientists the resources they require, and that's important for you to know --
(applause) -- resources necessary (o counter the chemical and the biological and the radiological and nuclear
threats that our nation faces.

And these threats are real. And therefore we need to stay focused, not only to make sure resources are spent,
but that critical research continues, because you all know better than anybody, when we research and we set
priorities, this great nation can achicve any objective. (Applause.)

We're making progress. We are making progress in Washington. I appreciate so very much the House Select
Committee getting a bill out, and it's going to get to the floor. And the Speaker was telling me today that it
looks like they may get a vote this week. And the Senate is working hard on it, both Republicans and
Democrats are working hard to reconcile any differences that may be had. It's important for people to
understand, particularly in Washington, this Department of Homeland Security is not a good Republican idea,
it's not a good Democrat idea, it's simply an American idea, and they need to get their work done. (Applause.)

And as they do so, the new Secretary of Homeland Security must have the freedom and the flexibility to be able
to get the right people in the right job at the right time, so we can hold people accountable in Washington. We
need the freedom to manage. We don’t need to be micro-managed.

And that's sometimes what happens in Washington, D.C. The new Secretary needs the ability to move money
and resources quickly, to respond to true threats. I understand why that may not happen sometimes in
Washington, and it's because, for example, appropriators may not want the executive branch to have the
capacity to make decisions necessary to make the Homeland Department work effectively.

But we're in new times in America, and that requires new thinking. And Congress must give us the flexibility
necessary to make the right decisions to achieve our goal; which is to protect the American people.

As well, this new Department must have every tool it needs to secure the homeland. This new agency should
include all of the departments which protect our border — all of the departments, not just some, but all of the
departments. That includes the Coast Guard, the Customs Service, the INS, INS inspectors, Border Patrol and
Customs agents must report to the same boss and work together for the same goals. (Applause.)

And this new Department needs to be able to respond effectively to any attack that might come, so it must
house FEMA in its entirety. What I'm telling you is, I understand that these changes won't be easy for some in
Congress, but for the sake of the security of the American people, Congress needs to give up some of its turf,
and recognize turf is not nearly as important as security for the people -- security for the American people.
We're in new times, folks. We're in a different world. (Applause.) We face an unprecedented threat, and we
cannot respond with business as usual.

But I want you to know something, how I feel, and what I know. I know that the best way to secure the
homeland is to hunt these cold-blooded killers down, one by one, and bring them to justice. And that's what
we're going to do. (Applause.)

And it's going to take a while. It's going to take a while. Unlike past wars — where you could see platoons and
O~ NN D L ovino there -- we're chasing down these people who are
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You know, these people hate -- they hate America because we love freedom. They hate the fact that -- as 1 look
out, I mean, [ can see people who worship an Almighty and some who don't; who worship an Almighty orf&
way and others another way. They hate that. They can't stand a society which honors freedom -- freedom to
worship, freedom to speak, freedom to express our opinions. That's what they hate. And they're going to hate us
for a long time because those are the values we'll never relinquish in America. (Applause.)

We believe in tolerance in America. That's what we believe in. We respect the other person -- we always don't
agree, but we respect and we tolerate. And we believe everybody ought to have access 10 the great American
experience, regardless of how they're raised or where they're from. That's what we believe.

And any time anybody who tries to get us because of those beliefs, they're going to find something out about
America. T don't know what was going through the minds of the enemy when they were plotting and planning. I
don't know who they thought they were attacking. They must have thought this country was so materialistic, 80
self-absorbed that we would sit back and, you know, after the attacks, maybe file a lawsuit or two. (Laughter.)
That's not the America I know. And that's not the America you're a part of.

Listen, when people come after us, we're plenty tough. (Applause.) We're a compassionate nation. (Applause.)
And so we're on the hunt. You just need to know we're after them one by one. One by one. And so long as I'm
the President of this country, we're going to chase themn down one by one to make sure the American homeland
is secure. (Applause.)

And we're making progress, progress. As I said in a speech in front of about 10,000 of our troops and their
families in Ft. Drum, New York, last friday: we've hauled in thousands -- that means captured. (Laughter.) And
another couple of thousand weren't quite as lucky. We're making progress. Sometimes it's not quite as dramatic
as, you know, the newscasters would like. Because they learned their lesson, by the way. They understand if
they bunch up, if they get together, our military is going to find them and it's not going to be a pleasant day
when our military does find them. Because we're good. I'm really proud of the United States military and those
who serve. (Applause.)

And I'm proud of you all, too. That's really what I'm here to tell you. I'm proud of you. We're depending on you
to develop the tools we need to lift the dark threat of terrorism for our nation -- and, for that matter, the world.
All of us here today, whether we're scientists or engineers or elected officials, share in a great calling. It's an
honor to participate in a noble cause that's larger than ourselves.

AUDIENCE MEMBER: God bless America. (Applause.)

THE PRESIDENT: It's an honor to defend this nation. It's a high honor, to be called into action and to defend
our nation when it's threatened. And that's what you're doing. It's an honor to help protect the American people
against the forces of evil.

History has called each of us to defend America. That's what's happened. History has called us into action ina
time of great peril. The struggles against Naziism and communism helped to define the 20th century. The war
on terror will be the defining conflict of the 21st century.

It's our solemn duty, it's our responsibility, and it's our great privilege to help America prevail in this war -- and
prevail we will. (Applause.)

May God bless you all, may God bless your work and may God bless America. Thank you very much. Thank
you, all. (Applause.) '

END 10:56 AM. CDT


http://cbs.wondershare.com/go.php?pid=5239&m=db

'p 'p LY S ¥ B ¥ § O o T e

iy

’p ,r LLLL L LU U

LLLLD

)

~Big Brother™ s big business?- CBS News

"BIG BROTHER" IS BIG
BUSINESS?

Facial recognition technology is making it nearly impossible to be truly
anonymous in the Internet age

2913 COMMENTS FACEBOOK TWITTER STUMBLE MORE

MAY 16

The odds are you are not just a face in the crowd any longer. Even if your picture isn't plastered
all over social networking and photo-sharing sites, facial recognition technology in public places
is making it harder if not impossible to remain anonymous. Lesley Stahl reports on the new
ways this technology is being used that even has one of its inventors calling it too intrusive. Her
60 Minutes report will be broadcast Sunday, May 19 at 7 p.m. ET/PT.

Professor Alessandro Acquisti of Carnegie Mellon, who researches how technology impacts
privacy, stunned Stzhl with an experiment. He photographed random students on the campus
and in short order, not only identified several of them, but in a number of cases found their
personal information, including social security numbers, just using a facial recognition
program he downloaded for free. Acquisti says smart-phones will make "facial searches” as
common as Google searches in the future. And nearly everybody can be subject to such prying,
even those who are careful about their Internet use.

"One of the participants, before doing the experiment, told us, 'You're not going to find me
because I'm very careful about my photos online.’ And we found him," says Acquisti, "Because

someone else had uploaded a photo of him.”

Companies are beginning to use facial recognition technology to improve business. National
retailers are installing cameras, some in store mannequins, to learn more about customers,
while entities like malls can put cameras in digital billboards that recognize the age and gender
of their shoppers and tailor ads to them on the spot.

At the cutting edge of the technology is a system now in testing called Facedeals, which is
e i at 4 rectaurant. Eacial recogonition technology quickly identified her and
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The inspector

3 town police station

Visakhapatnam.

Sir.

Remove Watermark Now

"THOTEL

am - 530 020. AP,

WITER

INDIA

70, 2550100 (R), Cell : 091-98495-64211

Ref: house no: 54-12-17/16 banunagar h.b. colony vizag.
Sub : robbery in my house during 2006 -2009.

Mt:défq,g,

Sir during 2006-2009 when T was hospitalized due to stroke MANY C.D.’S were stolen

after my recovery when I checked the house yesterday I noticed that they were steten Mméar - 14,
request you to take action and do justice.

Thanking you
Yours faithfully
enal A7
mGat.r.m.y.
04062012,
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FIRST INFORMATION REPORT
(Under Section 154 and 157 Cr.P.C.)
1 District: V_isakhagatnam Year: 2014 F.I.LR No. 462/2014 Date: 13.06.14
City
2 pS VSP_1ll town Acts & 66 IT Act
Section
3 (&) Occurrence of offence: Date from: Date Ta
Day:
Time Period: Time from Time to:
Prior To: 13.06.2014
(b)  Information received at P.S: Date: 13-06-14 Time: 18:10 hrs
(c)  General Diary Reference: Entry No. — Time
4.  Type of information : Written/Oral/Suo-motto Written
5. Place of Oceurrence:  (a) Direction and Distance from P.S:
Beat No. North-West- 2Km
6 (b) Address:  D,No.54-12-17/16,
Banu Nagar,
HB Colony,
Visakhapatnam .
{¢) In case, outside the limits of this Police Station, then -
Name of P.S: E District:
Complainant/Informant:
(@) Name: Venkat K.M.Y
(b) Father’s (Husband's Name: S/o Late Y.V Giri
(c) Date/Year of Birth: 4%years (d) Nationality: Indian
(e} Caste:- = i
() Passport No: - Date of issue: - Place of issue; -
(g) Occupation:
{h) Address: r/fo D.Nu.54-12-17/186,
Banu Nagar
HB Colony,
Visakhapatnam City.
7 Details of known/suspected/unknown accused with full particulars:
(Attach separate sheet, if necessary)
L.Mohan Trivedi
8. Reasons for delay in reporting by the Complainant/Informant,
No delay
9.  Particulars of Properties stolenfinvolved (Attach separate sheet, if necessary)
10. Total value of Property stolen/involved:
11. Inquest Repert/U.D, Case No. if any: 2
12. First Info*r:%’ation contents ( Attach Separate sheet, if required):
Complainant report is herewith enclosed.
13.  Action taken: Since the above information reveals commission of offence (s) u/s as mentioned at Iltem

No.2.

(1)  Registered the case and took up the investigation or

(2) Directed (Name of 1.O): S.Vidya Sagar Cl-5986


http://cbs.wondershare.com/go.php?pid=5239&m=db

14

i5

take up the investigation or

(3) Refused investigation due to :

(4)  Transferred to P.S. -

i
U@%Eé a@w

Stgnatureﬂ‘humb impression
Of the complainant/Informant.

Date & Time of dispatch to the Court :

District: - on point of jurisdiction

—"1""*"{'1’4*}3/ 6 /2ar~

Signature of Officer in-charge, Police Station,

Name: S.Vidya Sagar
Rank: Inspector of N 5986

police Q:
On_13.06.2014 19:10 hrs
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 VENKAT RAAY.
Writer

Dabagardens, Visalkhapatnarm - 530 020.A.P., INDIA .
@ :0091-0891-564211. 664211 (5 Lines), 560570, 550100 (K1), =-mail -yenkalimy @sily.com

To,

The D.S.P.

Cyber Police Station

Near Masab Tank Hydeabad-16

Dear Sir, “ BLrry
Herewith [ venkat.r..y. writer submit as per LT. /\C.W OF 2000 and copyright
act my original novel END OF EVIL was registered without science concepts
REGISTRATION NUMBER W.G.A. 909087 of u.s.a. d.t-2—2—2003. |
Later my computer was hacked and all the science c.:once'pts were being
misused by Mohan Trivedi of Jacob school ofengincering California 11.8a0,
Kindly go through my complaint and do justice at the earliest.
Thanking you
Sincerely :
| enad et

Venkat.r.m.y
30/9/2004.

[ 3

e do =t WJ'M&MW’

- ‘D 8/!0}09 *

£

- 5 sypdt. of Police
Cyber Crime Police Station
cl.D. A.F. Hydezatad.
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No.L-15012/3/2014-Jus-|
Government of India
Ministry of Law and Justice
Department of Justice

wkkRk

Jaisaimer House, Man Singh Road,
New Delhi dated 28" April 2015

OFFICE MEMORANDUM |

Sub: Representation dated 07.06.2014 of Shri Venkat RM.Y., Visakhapatnam,
Andhra Pradesh.

kkkkH

The undersigned is directed to forward herewith a representation (in original)
dated 07.06.2014 of Shri Venkat R.M.Y., M.D.Hotel Jupiter Dabagardens,
Visakhapatnam-22, Andhra Pradesh received through the Prime Minister's Office
vide their ID No.6/3/2014-PMP-3 July 11 dated 24.1 0.2014 for action, as appropriate,
under intimation to petitioner.

Your faithfully

S~
(M.P. Singh)

Under secretary to the Government of India
Tele # 23072142

The Registrar General,
Andhra Pradesh High Court,
Hydrabad-500266

Encl: As Above

\aéopy for information to: - Shri Venkat R.M.Y., M.D.Hotel Jupiter Dabagardens,
Visakhapatnam-22, Andhra Pradesh.

3 (M.P. Singh)
Under secretary to the Government of India
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WITH A WHISPER, NOT A BANG* =3 - _ 'S zaf)
evv 5

By David ¥ artin

Bush signs parts of Patriot Act 11 into law — stealthity “%
_____-_./

@ 1 December 13, when U.S. forces capturcd Saddam Husscin, President George W, BBush not only celebrated with his
national security teant, but also pulled out his pen and signed into law @ biil that grants the FBI sweeping new powers. A
White House spokesperson explained the curious timing of the signing - on # Saturday - as "ihe Presidepl signs bijls seven
week.” But the last tihae Bush signed 2 biil into law on a Saturday happencd more than a year ag0 - o0 a spending

t the following Mondzy.

days 2
{ shutting down the federal governmen

5ill that the President necded to sign, 10 preven

he bill on the day of Hussein's capture, Bush effectively consigned a dramatic expansion of the USA Patriot
mos: Amerncans watched as Hussein was probed for head lice, few were d vare

By signing t
{ihe feds don't suspect their involvemer.t in

Act 10 a mere footnote. Consequently. while
that the FB1 had just obtained the power to probe their financial records, even 1

crime or 1errorism.

The Bush Administration and its Congressiona] allies tucked away these new executive

nowers in e Intelligence Authorization Act for Fiscal Year 2004, a legislative )
ament. The Acl

“chemoth that funds all the intelligence activities of the federal gover
dicus, redefinition of mfinancial institution,” which previously
s, Casos, credit card

uded a simple, yet insi
=d to banks, bul now incluges stockbrokers, Car deatership

By signing the bill on

relerr

corapanies. insurance agencies, jewelers, airlines, the U.S. Post Office, and any other the day of Hussein's
busin2ss "whose cash srangactions heve @ high degree of uscfulness m criminal, tax, of capture Bush'
—eoylstory martters.” - 2
effectively consigned
Cona ess passed the legislation around Thanksgiving. Except for U.S. Representative 2 dramatl(;f;ﬁpﬁ}SlOn
Charlic Gonzalez, all San Antonia’s House members yated for the act. The Senate of the USA Patriot

passedit with a voice vote to avoid individual accountability. While broadening the Act to a mere

efimstion of "financial (stitution,” the Bush administration is ramping up provisions footnote

 the 2001 USA Patriot Act, which grented the FBI the authorily 10 obtain client
Js from banks by merely requesting the recoids in 2 mNational Security Letter.” To

+= records, the FBI docsn't have to appear before a judge, nor demonstrate

- -obable cause” - TEASONA0 believe that the targeted client is involved in criminal or .
hed with a gag order,

-~rrorist activity. Moreever, the National Security Letters are aitac
- ove yting any financial ‘astisution from informing its clients that their records have been surrendered to the FBl. ifa

sancizl institution breaches the gag order, it faces criminal penalties. And finally, the FBI will no longes be required to
—enort 1o Congrass how oiten they have used the National Security Letters. -

s

1 that the new law is necessary to prevent future 1errorist attacks on the U.5-

I ‘ in its response to these new threats. Robert Summers,
cofessor of international law and difector of the new Center for Terrosism Law & St. Mary's University, explains, "We

Ut g0 1o war with the terrorists 25 We went to war with the Genmans or the North Victnamesc. 1f we apply old methods of
swing the money, We will not be successful. We need 1o megt them on an even playing field to avoid another disaster.”

Senporters of expanding the Patriot Act clain
- £ needs these new powers 1o be vexpedilious and efficient”

Jooonznts of the PATRIOT Actand its expansion siaim that safeguards like judicial
and the Fourth Amendment, which prohibits unreasonable search and seizure,

3=l " (3 E _______.__-—'——""'-_"_———-—'
1ial 1o prevent abuses of power, "There's 2 reason these protections were pul
a=e.” says Chip Berlet, senior analyst 2t Political Research Associates, and a
fU.S. political repression. "It has been shown that if you give {these

“It's a problem that

L < s power ey will abuse it. For anY investigative agency, once you tell them some of these riders
must make sure that hey preieet the country from subversives, it inevitably Bnt are added on
e L2 &

y.cfm'?bré“—'ﬂ 18&dept_id=d RA045&mewsid=! 0705756 11/9f03


http://cbs.wondershare.com/go.php?pid=5239&m=db

s WEssper, Not a Bang: Bush signs parts of Patriot Act IT into law ...  file:///C:/Documents and Settings/jupiter ladge/Desktop/PA:

Sack to CAH | rarville times | rat haus | Index | Search | tree

' PDF | ASCII text formats )

The following is mirrored from its source at: htp://www.sacurrent.com/site/news.cfm?newsid=10705756 &BRD=2318&

PAG=461&dept id=482773&rfi=6

With a Whisper, Not a Bang % ..
Bush signs parts of Patriot Act Il into law -- stealthlly
by David Martm
San Antonio Current
24 December 2003

On December 13, when U.S. forces captured Saddam Hussein, President
George W. Bush not only celebrated with his national security team, but
also pulled out his pen and signed into law a bill that grants the FBI
sweeping new powers. A White House spokesperson explained the
* curious timing of the signing -- on a Saturday -- as "the President signs
bills seven days a week." But the last time Bush signed a bill into law on a
Saturday happened more than a year ago — on a spending bill that the
President needed to sign, to prevent shutting down the federal

government the following Monday.

By signing the bill on the day of Hussein's capture, Bush effectively
consigned a dramatic expansion of the USA Patriot Act to a mere
footnote. Consequently, while most Americans watched as Hussein was
probed for head lice, few were aware that the FBI had just obtained the
power to probe their financial records, even if the feds don't suspect their
involvement in crime or terrorism.

The Bush Administration and its Congressional allies tucked away these
new executive -powers in the Intelligence Authorization Act for Fiscal
Year 2004 [H.R. 2417] [1], a legislative behemoth that funds all the
intelligence activities of the federal government. The Act included a
simple, yet insidious, redefinition of "financial mstitution,” which
previously referred to banks, but now includes stockbrokers, car
dealerships, casinos, credit card companies, insurance agencies, jewelers,
airlines, the U.S. Post Office, and any other business "whose cash
] transactions have a high degree of usefulness in criminal, tax, or
) regulatory matters."
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The Glue of In-ism

By WILLIAM SAFIRE

Boston &mdash; If anything can concentrate the mind of Democratic partisans, itis four
interminable years suffering Republican jeadership in the House, Senate and White House -

the political equivallent of service in the Siberian gulag.

As a result, Democrats are assembling in Beantown for their most argument-free out-of-power
convention in memory. Deeply rooted policy differences and personality clashes that provided
all the excitement of lusty, newsworthy Democratic conventions past - and that surely exist
today - have been submerged in the fervent desire of the Outs to Get Back In. The driving

ideology is In-ism.

That's why we se€ business executives strolling across the Commons arm in arm with the trial
Jawyers who are driving them out of business. And why Deaniacs are silently swallowing the
new Kerry deference toward the principle of pre-emptive war. And why Clinton welfare
reformers are willing to abandon hope of a Hillary Restoration next time around.

4 b
All the tr'c}ditional, internal party anger - evoking derision as "q firing squad linedupin a
circle" - is now redirected outward. The party—unif)dng target is That Man in the White House

and his coldblooded coteri€ of warmongering neocon homophobic tax cutters.

Unaccountably, the only Democratic group left out in the cold by the Shrumbums (the
s fectionate sobriquet that Toots Shor wo 1d have applied to acolytes of Kerry's eloquence
¢rise, Robert Shrum) is the tree-hugging set. Can you jmagine a Democratic platform

Aocument without & single mention of global warming?

I'm told that there was quite a struggle over that litmus-test phrase, but the smokestack set
won out. That hands Ralph Nader an opening to exploit here in Boston. He will surely find
“he pragma-greens angry at him for being the skunk at the garden party and will use global
warming to embarrass them, which is precisely what he needs to stir up a modicum of

news-making controversy in this frozen sea of tranquillity.

The legion of thumbsuckers who far outnumber delegates is certain that come the day after
Jection - no matter who wins - the familiar intraparty scraps among slightly left, far left and
whoopi left will break out again. That's 2 fair bet, but expect counterpressure to conform from
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the groupthink tanks.

Consider the way the Boston Democrats have embraced the quick-fix of our intelligence
weaknesses with an intelligence czar (or, not to be sexist, czarina). Perhaps misadvised by the
inadverter whose nickname is now the same as the Clinton White House cat, John Kerry

proposed this easy palliative months ago.

With 'great fanfare, the 9/11 commission amplified that call for a super-spymaster. This rush
to "reform" is stampeding otherwise sensible senators into writing a czarist bill to combine the
spying techniques of secret surveillance with the law-enforcement power of the F.B.1L,,
invading the unsuspected:‘citizen‘s privacy under the rubric of fighting terrorism.

With this fear-driven new. gxoupthmk spurred, booted and in the saddle, nobody at this
convention stops to ask: Would John Kerry, if elected, be well served by a fixed-term, "cabinet
level official” who does not serve, as other members of the cabinet do, "at the pleasure of the
president”? What if, in soxiae crisis about pre-emption, they disagreed - would the unelected
official prevail? Who wou]ﬁ realiy be in charge?

And suppose one person had budget authority over intelligence-gathering and evaluation as
well as F.B.I. investigations - what would become of the rules of evidence that protect the
innocent accused? What the czar wants, the czdr gets - and one day he could just as easily be a
John Ashcroft as a Lee Hamilton. |

R

One looks in vain for a Democrat here in the Boston lovefest to break out of the groupthink
enough to say: "Hold on. In the spirit of the 9/11 bestseller, let's use our imagination to

discern hidden dangers in unrestrained dot-conneeting.” Won't happen; in a time of fear, civil
liberty butters no political parsnips.
I

With dissent suppressed, we can expect a well-behaved convention. With "values” rhetorically
devalued, no speech will be permitted without the words "strong” and "respect.” You can tune .
in with your children; theﬁe will be no breast-baring or breast-beating or frenzied T
Bush-bashing. Why? Because the angry Outs have been seized by In-ism.

Copyright 2012 The New York Trmes Company Home Privacy Policy = Search © Corrections © XML Help  Contact
Us Backto Top
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PRESS RELEASE

Media Contact:
Doug Ramsey, dramsey@ucsd.edu, 858-822-5825

Federal Agency Awards $600,000 for UCSD Technology to Combat Terrorism
Watch Video Clips

'San Diego, May 30, 2003 -- With funding from a federal
linteragency organization for combating terrorism, scientists at
the University of California, San Diego (UCSD) are developing
‘an automated system for detecting and tracking faces in a
‘crowd. The surveillance system links a network of 360-degree
.cameras which interact "intelligently,” thanks to sophisticated
\computer algorithms developed at UCSD's Computer Vision and
'Robotics Research (CVRR) laboratory.

. Mohan Trivedi

“The Technical Support Working Group (TSWG) has awarded
'$600,000 to the 18-month project led by CVRR director Mohan
Trivedi, a professor of electrical and computer engineering at
Mohan Trivedi, CVRR director UCSD's Jacobs School of Engineering. "This award will allow us
and UCSD professor of o build on some of the work we are doing with other agencies
emc“;f';g:;ﬁmp“ter such as SPAWAR," said Trivedi, who is also a program leader in
: 2 the California Institute for Telecommunications and Information
Technology [Cal-(IT)?], a partnership of UCSD and UC Irvine . "Our close relationships with
corporations and local agencies in San Diego, including "first responders," will also allow us
to test these new systems very quickly in the real world once the technology is developed.”

TSWG is a twenty-year old interagency forum that identifies, prioritizes, and coordinates
interagency and infernational research and development (R&D) requirements for combating
terrorism. In response to a special Broad Agency Announcement {a call for bids) post-9/11,
TSWG received over 12,500 research proposals from industry, academic, government and
national labs. Of those, only roughty 60 have been awarded approximately $50 million.

The UCSD project is one of nine winning proposals that deal with
video for public safety and surveillance. "Detecting and tracking a
possible terrorist is of paramount importance in combating terrorism,”
said TSWG program manager David Herrington. "UCSD's proposal
was consistent with our overall view that networks of 'smart' cameras
could be one of the principal solutions to this problem - and a solution £
that could happen rather quickly with the appropriate level of funding." §

Professor Trivedi talk
about the project's

The UCSD researchers have already developed multi-camera proJ
research cobjectives --

systems for monitoring traffic. Dubbed DIVAs (for 'distributed making the camera
interactive video arrays'), they link different types of cameras, networks smart and
including omnivision, ‘panoramic’ cameras. "The TSWG project is a robust.

great recognition for UCSD and it is clearly an important project for _Length: 1:17 [Video]
us," said Trivedi. "It gives us an opportunity to contribute toward
making our communities safer. It also involves resolution of some
challenging research problems in multi-camera, system-based
tracking and event recognition. A few of the same challenges present
themselves when we switch from watching traffic on a highway, to
scanning faces in a crowd."” One example Trivedi points out is
illumination - lighting: "These cameras need to be able to detect a face
or body whether it's a dark cloudy day, or a sunny one. So we are
developing computer algorithms that will allow the cameras to
automatically adjust for any lighting level." Another important feature
of the UCSD project is to incorporate automatic camera "handover”
capability, to make multiple cameras work cooperatively. Based upon
the tracking results performed by one set of cameras, other cameras
can capture higher resolution images for human and event recognition.

Trivedi explains why
the Jacobs School and
his lab are uniquely
suited to do the
research -- and test
new systems in the
real world.
Length: 1:39 [Video]

emove Watermark Now
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Mohan Trivedi

Trivedi says another research goal in the future is to make the system reconfigurable. "If a

crisis happens in an area not currently covered by surveillance, a mobile network could be

dropped info the crisis area, and quickly reconfigure itself to adapt to the new location," he
explained. "We need to find ways for optimizing power, bandwidth, quality of service for

networks of video and other sensor networks" The effort will include development of

wireless networking for the outdoor cameras-tapping @ key area of expertise at both the

Jacobs School and Cal-(IT)y.

Originally set up in 1982, TSWGis a stand-alone interagency working group under the
oversight of the Department of State's Coordinator for Counterterrorism, and is managed by
the Department of Defense. TSWG's total funding has risen from $8 million in fiscal 1992 to
$111 million in FY 2002, and roughty $200 million in the current fiscal year. Most of its
funding now comes from its 80 participating departments and agencies, for which it acts as
a clearinghouse for investments in technology for combating terrorism, with a focus on
shorter-term projects (typically 12-18 menths) than are typical for other defense-related
agencies such as the Defense Advanced Research Projects Agency (DARPA).

Related Links

Technical Support Working Group http:I/W;Nw.‘{swgagovltswg/home.htm
Computer Vision and Robotics Research Lab _h_t’gp:/lcvrr.ucsd.edu
Cal-(IT)? http:/fwww.calit2.net

Jacobs School of Engineering htto:/iwww.jacobsschooi.ucsd.edu!
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The undersigned is directed
dated 07.068.2014 of Shr Venkat R.M.Y., M.D.Hotel Jupiter Dabagardens,
\{JsakhapatnamQQ. Andhra Pradesh received through the Prime Minister's Offica
vide their ID No.6/3/2014-PMP-3 July 11 dated 24.10.2014 for action, as appropriate,
under intimation to petitioner.

to forward herewith a representation (In original)

Your faithfully

S

(M.P. Singh)

Under secretary to the Government of {ndia

Tele #: 23072142

The Registrar General,
Andhra Pradesh High Court,
Hydrabad-500266

Encl: As Above

&(fopy for information to: - Shri Venkat R.M.Y., M.D.Hotel Jupiter Dabagardens,
Visakhapatnam-22, Andhra Pradesh.

Lo
) > - (M.P. Singh)
Under secretary to the Government of India
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How Technology Can Limit India’s Rainpant Corruption |

July 09, 2012

Biometric Identification — Science Fiction Meets Reality

When you think of cutting-edge innovation, a massive bureaucracy might be the last thing that
comes to mind. But in India, a massive experiment is underway to take a technology that was
once a hallmark of science fiction and apply it to solving the nation’s greatest challenges. A
small group of entrepreneurs within the government have set outto identify to every one of their
1.2 billion residents by using biometric technologies, such as iris scans and fingerprints.

>
A=
In the next few years, each man, woman and child will receive an “Aadhaar” (meaning: Donfrore
foundation) 12-digit unique identification number. For the poor in India, this would end a /v

. . e S NN = oo ey e | 2
vicious cycle where @ person cannot prove who fhey are, and thus they are denied what they are Mg

supposed to receive. Now, using the features of the body, technology can identify someone ina /oW
matter of seconds. There will no longer be a need for passports, driver licenses, or other old

school paper based identification.

Biometric identification has been around for decades, but it hasnever been used on such a large
scale. The technology must withstand India’s extreme weather, difficult geography, and
multiple separatist movements. Large portions of the country lack reliable electricity, iet alone
an Internet connection. Developers must find a way to ensure high quality information across
sens of thousands of enrollment centers. If these challenges can be overcome, there is a major
opportunity to modermnize and reshape the nation, and to set a precedent for the rest of the world.

One area in desperate need of disruption is the delivery of government services. At present,
India’s departments each work in isolation, maintaining a separate database. Over time,
systematic corruption and mismanagement have bred bad data, false information and outright
Fand. Poor laborers and migrant workers, in particular, are forced to travel far from their homes
1o collect their wages and benefits, having to dole out bribes to predatory middlemen along the
way. A study by investment group CLSA estimated that, nationwide, of the $250 billion in
subsidy and social spending on select programs over the next five years, over 40% will never
mazke it to its intended target.

Here. various advancing technologies are converging to offer a new way forward. Aadhaar
~umbers can serve as the key to bringing together various databases 10 clean out records.

=X
EETRRSIN.

Slectronic transfers can replace the inefficient and corrupt cash-and-goods distribution systems

BB ALY

currently in place. Indians, for the first time, will be able to prove their identity in a matter of
<=conds with biometric scanners, regardless of location. With close to a billion mobile phones in

“h= nation, these can serve as a gateway for India’s masses into the financial system.
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Business Standard

States point to flaws in Aadhaar platform
BS Reporter / New Delhi November 17, 2012, 0:56 IST

The government’s plan o carry out pilot projects to transfer subsidies on the
Aadhaar platform from January 1 needs to address flaws pointed out by many
<tates in the mechanism. Even to open bank accounts, essential for subsidy
ransfers, the poor face hurdles. Reportedly, theywere told Aadhaar cards
weren’t enough; they needed more documenis.

*I’'s noteasyfora person to open a bank account. We felt there is a littie bit of
~arassment,” Delhi CM Sheila Dikshit said, adding most chief ministers of
~orthern states had raised the issue ata meeting today with Finance Minister
= Chidambaram and heads of some public sector banks today. While the
~Ms of Delhi, Haryana, Himachal Pradesh, Jammu & Kashmir and
J=arakhand attended the meeting, the CMs of Punjab and UP sent their
representatives.

www.bushess“standard.corrﬁndia‘pﬁntpage.php?auiono=492805&tp=
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Microsoft-Ds (1566/445)

This port is not Currently recorded as being associated with any standard
assigned program or known exploit.

This event may be linked to attempted Hacker activity. Reporting this event js recommended,
Use the 'Report This Event’ link in the firewall Log to report the event.

McAfee.com, McAfee Personal Firewall NeoWorx, NeoWatch, and HackerWatch.org name, design and related marks
are Copyright ©® 1997 2003 Network Associates Technology, Inc. All rights reserved.
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What is HackerWatch.org?

Welcome to HackerWatch, a community and collection point for Internet users to
report and share information to block and catch 'hackers' and other unwanted
traffic. We have entered an age of the Internet where the biggest threat to our
safety, and the very viability of the network, is that of automated attacks and

‘worms'.

HackerWatch is a 'neighborhood watch' for the Internet age. Our mission and
goal at HackerWatch is simple:

e collect a broad spectrum of firewall event data
e determine patterns from the attacks submitted

e identify and stop the hacker attempts & unwanted traffic

It's as simple as that... By combining the data submitted by thousands of

separate sources or users over the Internet, we can detect patterns that would
otherwise go unseen. Now instead of just blocking annoying traffic we can do

something about it.

*Home

McAfee is a business unit of Network Associates, Inc.

Copyright © 2004 Networks Associates Technology, Inc. All Rights Reserved.

http://info.hackerwatch.org/

¥F.A.Q.

®About Us
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~Big Brother™ s big business?- CBS News

"BIG BROTHER" IS BIG
BUSINESS?

Facial recognition technology is making it nearly impossible to be truly
anonymous in the Internet age

2913 COMMENTS FACEBOOK TWITTER STUMBLE MORE

MAY 16

The odds are you are not just a face in the crowd any longer. Even if your picture isn't plastered
all over social networking and photo-sharing sites, facial recognition technology in public places
is making it harder if not impossible to remain anonymous. Lesley Stahl reports on the new
ways this technology is being used that even has one of its inventors calling it too intrusive. Her
60 Minutes report will be broadcast Sunday, May 19 at 7 p.m. ET/PT.

Professor Alessandro Acquisti of Carnegie Mellon, who researches how technology impacts
privacy, stunned Stzhl with an experiment. He photographed random students on the campus
and in short order, not only identified several of them, but in a number of cases found their
personal information, including social security numbers, just using a facial recognition
program he downloaded for free. Acquisti says smart-phones will make "facial searches” as
common as Google searches in the future. And nearly everybody can be subject to such prying,
even those who are careful about their Internet use.

"One of the participants, before doing the experiment, told us, 'You're not going to find me
because I'm very careful about my photos online.’ And we found him," says Acquisti, "Because

someone else had uploaded a photo of him.”

Companies are beginning to use facial recognition technology to improve business. National
retailers are installing cameras, some in store mannequins, to learn more about customers,
while entities like malls can put cameras in digital billboards that recognize the age and gender
of their shoppers and tailor ads to them on the spot.

At the cutting edge of the technology is a system now in testing called Facedeals, which is
e i at 4 rectaurant. Eacial recogonition technology quickly identified her and
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No.L-15012/3/2014-Jus-|
Government of India
Ministry of Law and Justice
Department of Justice

wkkRk

Jaisaimer House, Man Singh Road,
New Delhi dated 28" April 2015

OFFICE MEMORANDUM |

Sub: Representation dated 07.06.2014 of Shri Venkat RM.Y., Visakhapatnam,
Andhra Pradesh.

kkkkH

The undersigned is directed to forward herewith a representation (in original)
dated 07.06.2014 of Shri Venkat R.M.Y., M.D.Hotel Jupiter Dabagardens,
Visakhapatnam-22, Andhra Pradesh received through the Prime Minister's Office
vide their ID No.6/3/2014-PMP-3 July 11 dated 24.1 0.2014 for action, as appropriate,
under intimation to petitioner.

Your faithfully

S~
(M.P. Singh)

Under secretary to the Government of India
Tele # 23072142

The Registrar General,
Andhra Pradesh High Court,
Hydrabad-500266

Encl: As Above

\aéopy for information to: - Shri Venkat R.M.Y., M.D.Hotel Jupiter Dabagardens,
Visakhapatnam-22, Andhra Pradesh.

3 (M.P. Singh)
Under secretary to the Government of India
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NLD: (Gen. Med.) D (Newro)
o LTANT NEUROPHYSICIAN
 NEDICINE

)

a AN . .

f Madhusudliang Babu

i‘ﬁ - U&"H&’/ R

CONSULTING HOURS : 6 p.m. - 9 p,in.

Somanath Enclave, Opp. Prahlada PREIEIIIIIE
K.G.H. Up Road, Visakhapatnam - 2
@ Resldence - 2748744 .
E-mail : neuromadhu@hotmall.com .
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7 aadhusudhana Babu CONSULTING HOURS : 6 p.m. - 8 P
i M.D. (Gen. Med.) DM (Neuro) - "APPOINTME R Somanath Enclave, Opp. Prahlada Praiss iy s

K.G.H. Up Road, Visakhapatnam -

11022 8am. 3-30pm i . 2748744
) < () Residence ;
2 TA EJ;VCE”L\JJLEOPHYC;IC!AN ' PH : 0891.6418928 E-mail : nauromadhu@hotmail.com
V¥ OF IDICAL COLLEGE ‘ Call : 9865061031 neuromadhu@gmail.com
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